
PD
 o

ff
ic

e 
ec

o 
sy

st
em

PD
 o

ff
ic

e 
ec

o 
sy

st
em

D
A

D
A

eD
ef

en
de

r
eD

ef
en

de
r

D
EM

S
D

EM
S

Lo
ca

l C
o

m
pu

te
r

Lo
ca

l C
o

m
pu

te
r

PD
 In

st
an

ce
 o

f B
ox

.c
om

PD
 In

st
an

ce
 o

f B
ox

.c
om

PD
 O

ff
ic

e
PD

 O
ff

ic
e

C
ou

rt
C

ou
rt

Ex
te

rn
al

Ex
te

rn
al

LegendLegend

Start

Receive Notification 
in eDefender

Access Discovery

Acknowledge 
Acceptance of 

Discovery

Generate 
Notification

Type of 
Discovery?

PDF saved to local 
user folder

PDF

Search Case File

Media

Does Case File 
Folder Exists

User create case file

Create Sub Folder 
Within Discovery 
Media Folder of 

Case File

No

Yes

Upload PDF to Case 
File

OCR Police Reports 
to extract parties

Send Parties to 
eDefender

Verify Parties Run Conflict Check
Notify Attorney/

Investigator
Notify PD IT Team 
on Forensic Data

1. Send Event 2. Make Call

Cloud Hosting
(AWS Lambda)

Box Skill 
app.

Cloud Service Provider
(Microsoft Video Indexer)

AI/ML 
ServiceBox

3. Download File

5. Write Metadata 4. Retrieve Analysis

Discovery Made Available

Obtained electronically stored Info.

Start

Public Defender Discovery Future State Process Map

Automated process 
done natively

Manual Process 
done by staff

Yes

Notification 
Received Metadata

Metadata 
needed?

No

Save to Case File

Share evidence with conflict 
counsel, private counsel, 
clients, experts and other 

stakeholders

Submit evidence

End

End

Case File
Save to Case File

Use Name Parser 
Tool (PD Developed 

Application)

Acknowledge 
Acceptance of 
Digital Media

Initial Discovery handled by 
Arraignment Unit and 

Supplemental Discovery handled 
by Discovery Unit

Type of Media that Needs Metadata:
- 911 calls

-Body Worn Camera
-Interviews

Minimum metadata needed: disc 
number, date received, case 
number, bates stamp, file format, 
file size 

Minimum metadata needed: disc number, date 
received, case number, file format, file size, 
type of media (photos, 911 calls, body worn 
camera, videos, interviews, audios, forensics, 
Internet Of Things (i.e. ring camera))



Start

User selects file/
directory and output 

directory (Disc # if 
applicable)

Files are retrieved 
by Test Parsing 

Module

Is this file 
readable?

Log errors

No

Bate stamp 
found?

Yes

Anymore Files?

File name is 
generated based on 
bate stamp retrieval 

results

File is copied and 
renamed based on 

generated file name

Yes

Renamed files are 
placed into output 

directory

Output directory 
contains all renamed 

files with bate 
stamp naming 

convention 

Anymore files?

Output completion 
log and error log 

No

End

Files get converted 
to images via 

Pdf2image library

Images are 
converted to text by 

Tessaract Image 
Processor Library

Test Parsing Module 
receives and 

processes text

Bate stamp 
found?

Yes

No

Yes

Name Parser Workflow


	PDDiscoveryFutruerProcessFlow.vsdx
	FinalFutureState
	NameParser


